**В раздел функционирование**

**Авторизация**

Разрабатываемая система будет иметь модульную структуру, доступ к модулям будет зависеть от роли пользователя. Доступ возможен только для авторизованных пользователей.

В связи с этим при запуске системы первым окном будет окно входа.

Реализуйте окно авторизации для всех типов пользователей.

Для реализации авторизации создайте базу данных с необходимыми таблицами и заполните их тестовыми данными.

Доступ к системе имеют только сотрудники. У каждого сотрудника есть логин, по которому и разграничиваются права доступа.

Алгоритм авторизации:

* сотрудник вводит логин и пароль;
* при вводе пароля сотрудником и нажатии клавиши Enter на служебный телефон отправляется СМС с единоразовым кодом доступа;
* сотрудник вводит код и далее получает доступ к необходимому функционалу.

Реализуйте данный функционал с условием эмуляции работы с СМС:

При открытии окна активны только поле для ввода логина сотрудника и кнопка “Отмена”.

При вводе логина сотрудника и нажатию Enter  происходит проверка логина сотрудника. Если логин сотрудника есть в базе данных, то поле для ввода пароля становится активным и в нем установлен курсор. Если логин сотрудника в базе отсутствует, появляется сообщение об ошибке.

После ввода пароля по нажатию на Enter открывается модальное окно со сгенерированным кодом доступа (4 символов, латиница, верхний и нижний регистр, спецсимвол, цифра).

В течение 10 секунд после закрытия окна с кодом пользователь должен ввести код и авторизоваться (по Enter  и “Вход”).
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При вводе неправильного пароля код не генерируется, и система сообщает пользователю о неверном пароле.

У пользователя должна быть возможность очистить все поля ввода нажатием на кнопку “Отмена”.

После успешной авторизации сотруднику должно быть выведено сообщение с названием его роли.

**Разграничение прав доступа:**

- администратор имеет возможность: добавлять, изменять, удалять;

- пользователь1 имеет возможность: добавлять, изменять;

- пользователь2 имеет возможность: просмотра введенных записей.